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DATA PROTECTION ADDENDUM
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This Data Protection Addendum (“DPA”) and the SCCs (as defined below), if applicable, are incorporated by reference into and form
part of the CRA. Except as expressly stated, this DPA applies solely where Secureworks processes Personal Data (as defined
below) as a processor on behalf of the Customer in connection with the provision of Services. Except as otherwise expressly stated,
Customer is the controller and Secureworks is the processor (as defined below) of the Personal Data processed under the CRA. In
the event of a conflict between this DPA and the CRA, this DPA shall control with respect to its subject matter.

1. E& DPAICBLWTERAIND [7—488BE| . [T—&F&FE] . [N=vFLT—%] . [FT—xLEE] [0E]
(RUOZDREE)RD TBEEYR/] LW HEEIE. EU—MRT — % {R##A] (General Data Protection Regulation 2016/679.
[GDPR] ) ICBVWTERIN/IBERERLEHZET 2 bDELET, [FFEH] . DEEHE] . [#RE] . [FXE0)
RO [EEEN] EWSBEE. Y 7L TIEEE T Z A /32— (the California Consumer Privacy Act of 2018,
[CCPA] ) ILBVWTERINI-EHRLAILEMRZETZ2H0ELET, DPAICEVLWTERINTLWAWAZEIL. CRADTE
RIEH>BDELFET, DPAICELWTERaNS5iKIL. DPAORIIKEZIET DL L9, DPAICEWLT:
Definitions: References in this DPA to “controller’, “data subject’, “personal data’ (lower cased), “processor’,
“processing” (and its derivatives) and “supervisory authority” shall have the meanings ascribed to them under the General
Data Protection Regulation 2016/679 (the “GDPR”). References to “business”, “consumer”, “sell’, “business purpose” and
“commercial purpose” shall have the meanings ascribed to them under the California Consumer Privacy Act of 2018 (the
“CCPA”). Capitalized terms not defined in this DPA shall have the meaning set out in the CRA. References in this DPA to
Schedules are to the Schedules to this DPA. In this DPA:

1.1 [T—REBE| &L, Secureworksh'DPAICE DK tF a2 U T4 BHBICERICER LI EICEYVE LT, EE, &7
B, TOMOFEICLVUBING, BEOIIRERBAT —XOBIE, HE. ZE\E&Xu77ﬂZ%%%L
9,

“‘Data Breach” means an actual breach by Secureworks of the security obligations under this DPA leading to the
accidental or unlawful destruction, loss, alteration, unauthorized disclosure of, or access to, the Personal Data
transmitted, stored or otherwise processed.

1.2 MBAATF—%] &3, BEOBEAIGHEZHR L, BEEL, SORL, BEEMIF2 AN TE, NIFEENICELL
IFEENICEEBICY v S85 D TE S, Secureworks N BEHRD T — X IEE L L TAZW EORBOELT
ZREBL T, BELT, XEBENICLNEL-BEREZE®R I 260 LET, BAT —XITI1E. CCPA140%
OMA-KBIZFIREN/ZT—REBRICREINT, BEOBANX IIHEFZHAI L, BEL, FORL. BEMITS
ZENTE, RIFBENICELLIZHENICEENICY Y7385 2EDTEDHDEELHDELET,
“Personal Data” means information that identifies, relates to, describes, is capable of being associated with, or could
reasonably be linked, directly or indirectly, with a particular individual or household, which is processed by Secureworks,
acting as a processor on behalf of the Customer in anticipation of, in connection with or incidental to the performance of
the CRA. Personal Data includes, but is not limited to, the data elements listed in section 140(0)(1)(A)-(K) of the CCPA,
if any such data element identifies, relates to, describes, is capable of being associated with, or could be reasonably
linked, directly or indirectly, with a particular individual or household.

1.3 [FF7418v—i&] L3, CRADEBEFENRFIONRE LD, X, AP —ERIHRDZTRTOT —RXRERVDT
TANRY =T BERE, ED. BSZToMoRE (KEEEET) 2BMLET, BAROEABEROFEEICET S
%7, GDPR., ®EET — 4 R# %2018 ( [EEDPA] ) . EXERGDPR (EEDPAFEIZDEZEICHE D) KUCCPA
ZEBSPETH, INLICRoNEVEDELET,
“Privacy Laws” means any data protection and/or privacy related laws, statutes, directives, or regulations (and any
amendments or successors thereto) to which a party to the CRA is subject and which are applicable to the Services
including without limitation the GDPR, the United Kingdom Data Protection Act 2018 (“UK DPA”), the UK GDPR (as
defined in section 3 of the UK DPA), and the CCPA.

14  [SCCJ Xz ERHERZWMKIA| & (3. DPARIMKI TS ERT 5. 202156 A48 TERRINEE 2D b FIT S NIIRERLE
£IE (2021/914) (EV2—01: T—REBBENOT—XBEEE, EV1-1L2 T—XBEEEL O T — XIBH)
ZEHT 26D L, DPARIIK3D2022E3 821 B EEDEAT — 2 OBEICE T 2 BNE B EAEZKRIE IO
TEHIERT —4BEEFOIRVORA XICET2EHNICEL > T (WMEBICISLOBEENDZHDELET,

“SCCs” or “Standard Contractual Clauses” means Module One (controller to controller) and Module Two (controller to
processor) of the Standard Contractual Clauses issued by the European Commission on 4 June 2021 (2021/914) as
referenced in Schedule 3, and as amended (where appropriate) by the International Data Transfer Addendum to the EU
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Commission Standard Contractual Clauses for UK transfers of Personal Data dated 21 March 2022 and/or the country
specific provisions for Switzerland set out in Schedule 3.

15 [EF2VTAARVE - FT—=4] L, AV —EXORHEICEEL TSecureworks N UNET 2, EF 21U T 4 A4 X
Y MBI SIERERRLES,
“Security Event Data” means information related to security events which is collected during Secureworks’ provision
of Services.

1.6 [EREE| 3. BAT— X DOWLEIZEIE L TSecureworks|ZBI5 ¥ 5. Secureworks DESESH, EiEHLE2 &,
FoHETERLETD,
“Subprocessor’ means a third party engaged by Secureworks (including without limitation an Affiliate and/or
subcontractor of Secureworks) in connection with the processing of Personal Data.

2. WEOARE CRARUDPAICEDSWTITHNZMEBOREIE, 1R EDBEY & LET,
Description of processing: Schedule 1 sets out a description of the processing activities to be undertaken as part of the
Services to be provided under the CRA and this DPA.

3. EROBT AUEEE. TIANYFRIRAEINDIZLAOREEZETTHLOLELET, FIC. BEHIL. BESXIL
(BT 2BE13) SEIERMLDI-®IC, Secureworksh', 77 A /N —KICHE 5> T, DPARUCRAICE DL TAY —E X
TRETDLDICBBELITNTOHFAKRVRABZIIS L. Theiisd s e 2XkBL. RELEFT,
Compliance with laws: the parties agree to comply with their respective obligations under Privacy Laws. In particular,
Customer warrants and represents (on its behalf and on behalf of each of its Affiliates where applicable) that it has obtained
and will maintain all necessary authorizations and consents required to enable Secureworks to provide the Services and
process the Personal Data pursuant to this DPA and CRA in accordance with Privacy Laws.

4. Secureworks D &EFE
Secureworks obligations

41 8% Secureworkslf. (CESFLOEFAPRVRERY) BAT —4ZBEHROBEY CELABRICESLVTLET S

DELET, BERKIL. Secureworks|ZHt L T, AY —ERAZBMH T 2 DICBEAT -2 E2LBRUOBE L.
Secureworks DCRAK U'DPAICE D K HEFIRUEKICHED L 5B RT 20 LT, CRARUDPAIE, AT —%
DIV F'aeEJﬁ'%SecureWorks T EEEFEOTNTORREBRTH2H0E LET, MEEERICEITDIERDE
X IEZE EMmIC BEhdb0e L, RIS ZLICL-> TEBMNOERNEL 25413, BRI
22 L\’CHX U 5&&5 %53 0) t L, i T, BEKIE. BEKRDSecureworks|IXI T 2IETRABEHAINGEE (74130 —
EEETH, INICEONAWV) ZEFLTWS I &M TR L., HEZIERICSecureworks HME > 72 Z £ & -
TELEHKRICOVWTEMTEEE2ESIHDE L, Secureworksld, TN & 5 BRITAICL » TEBERNETLIZA LA
WH D& LET, 7272 L. Secureworks?’, BEHRDIERD, BRHINZ T ZANY—FOBREIIRTHEVIER
AETHHEE. BPERICHL TEBENICECHICZOEZERRICBMT A2 LICL Y, SFBEBRIESREZED
Wb EeLET,
Instructions: Secureworks shall process the Personal Data only in accordance with Customer’s reasonable and lawful
instructions (unless otherwise required to do so by applicable law). Customer hereby instructs Secureworks to process
and transfer the Personal Data in order to provide the Services and comply with Secureworks’ rights and obligations
under the CRA and this DPA. Any additional or alternate instructions must be agreed between the parties in writing,
including the costs (if any) associated with complying with such instructions. Customer is solely responsible for ensuring
its instructions comply with applicable law (including without limitation Privacy Law) and is solely responsible for the
consequences of Secureworks complying with such instructions and Secureworks shall not be in default by doing so.
However, if Secureworks is of the opinion that a Customer instruction infringes applicable Privacy Laws, Secureworks
shall notify Customer as soon as reasonably practicable and shall not be required to comply with such instruction.

42 HERIFRT Secureworksld, AT — X ZCRAICEDEREBRE LTRYE>bnE L, BAT—2ICT 7+
29 BHEREFOE (BUBEZED) ICHL T FRICEHIEBLRAFOEBZRITbDELET,
Confidentiality: Secureworks shall maintain the confidentiality of the Personal Data in accordance with the CRA and
shall require persons authorized to process the Personal Data (including its Subprocessors) to have committed to
materially similar obligations of confidentiality.

43 [ Secureworksii. RDBZFICEDHDHE. BAAT—2%2F=FH (FESHRVENEE.2ED) (RIS
ENTEBBDELET,
Disclosures: Secureworks may only disclose the Personal Data to third parties (including without limitation its Affiliates
and Subprocessors) for the purpose of:

(@) BEHROSEN TEHLRIBERICED HE
complying with Customer’s reasonable and lawful instructions

(b) AV —bEXDORHFICEAEL., CRARUDPAICL > TEFHEINTL RIS
as required in connection with the Services and as permitted by the CRA and/or this DPA, and/or
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4.4

4.5

4.6

4.7

() T FZANY—EEBFTTEHL-HIIHERIGE. XiESecureworks & ('Secureworks DEEE S L < (F{ELIE
FHITH L CEEEAB T A HHFT. BHEE, BHUB. BUTFLYR,» SEREERSINLBE,

to the extent required to comply with Privacy Laws, or an order of any court, tribunal, regulator or government
agency with competent jurisdiction to which Secureworks, its Affiliates and/or Subprocessors is subject.

F—REXROEFICETBXIE Secureworksld, A —EXICEAL T, T—4EF4AIMMBEAT—RICBELT (77t
2, BEBERPEEZEOHNINSICREINAWL) TT7A4A N —RICEDEFNZITELEZBEIC. BEEMNERIC
IGC%ET, GEMNAHEBICBVLWTXET 2D LET, Secureworksld, HEFZEICEAN—TEBULZET S
BE, BPERICHLCERT2ENZETS2H0DE LET, Secureworksld, T — X EAFREEE N HLCRADEL
HEANICEAT -2 ICEEL TERIND 774Ny —RICEDCHEMOITEICOVWTERZZIT - L 2, B&EK
12X L TEEMICEPAICENT 2D LET,

Assisting with data subject rights: Secureworks shall, as required in connection with the Services and to the extent
reasonably practicable, assist Customer to respond to requests from data subjects and consumers exercising their
rights under Privacy Laws (including without limitation the right of access, rectification and/or erasure) in respect of the
Personal Data. Secureworks may charge Customer for such assistance if the cost of assisting exceeds a nominal
amount. Secureworks shall forward to Customer as soon as practicable any data subject rights requests Secureworks
receives from Customer’s data subjects.

¥ a2U T4 Secureworksld, EFIFEHE, ERICHENZER. UHE. #E, XRECLEOBR., ZOMEAT —
ZOMIBICEES RN EER L. GDPRHES2SE (X, ZDMDT 74 /Y —HICRESNIRAFORE) ICED
ZEBEZHELDIPOELET, MEEEHIF. K2 (BBREF 12U T4 EE) ORBED, ARICEDZBAT—2D
B EF 2 U T4 REEEE BT L2BBLET,
Security: Taking into account industry standards, the costs of implementation, the nature, scope, context and purposes
of the processing and any other relevant circumstances, Secureworks shall implement the measures required by GDPR
Article 32 (or similar provision under other applicable Privacy Laws). The parties agree that the security measures
described in Schedule 2 (Security Measures) provide an appropriate level of security for the protection of Personal Data
to meet the requirements of this clause.

BUEE BEHIL. UTOESITHKS 2 & #5MHIC. Secureworks A AR H — BX@{)\?"‘\— K& ILIBT HIEMIEE
(BEFRAR—ZILXIE I 77 P —ER - R—=ZNICBHIN, BEEHRINZ VI MILYVEEINDIEZER) %
L, MRTZZEICAELEY, =7 L. Secureworksld. (a) BEALEEHTTS EHDOABICH LT, (b) DPAIC
E DL T Secureworksh & D £ & RIEORBE & ENIEE (C E%?W%ND 2 & EEE OB TERICL VKT 2
HDE LET, SecureworksHH L WEMNIEE DIRAZIRET 215 A. Secureworksld, BEFKICBHL (BEF X —
LWRIEEBHFRR—ZLE LI TV R —EXR - R—ZIVICBHNZBEHT AL 2EHFTTH. TNICBREEINZE
TA) | BB RINTHOI0BUAICEERNLZIERICEZLR LI TONDI LIICTEL0ELET, &
B, AENAT - X RERECERTOHR, HLWVELEBEDERAICRZLBRDHIENTEDILDELET,
BERNPEERZR LI THEG, MYEHIIRBRICEGETI20EBNLEBNZT 0L LET, MEBENEET
EHWEES. BRERIE. FTL L\@Mfﬁ%@?‘é%@%ﬁ%%x TR2IRTCOARY—ERZRTTHIELENATEDZLDEL
F9, 7272L. BEHIL. Secureworks|C30HFIICETM TEA L., BT HURNCRE I MR —EXIZDWTEIA
IREFTNTORE% (CRAI :"i% L7 5 T) Secureworks|ZXILA5 b D& LET, MUFHIT, XUT 25
&, BAPEAE L VELTEE BTE3Hb0ELEY, BEHNSecureworksDBHICK L T, BHA RSN
THhH30HUANICEZEZE 17&75‘071 Sa. BPERIIFHLWENMNBEOBNMICAELEZ D EAHRINET,
Subprocessors: Customer agrees that Secureworks may appoint and use Subprocessors (which are identified on the
subprocessor list posted on the customer portal or the Cloud Services portal, as updated from time to time) to process
the Personal Data in connection with the Services PROVIDED THAT Secureworks puts in place a contract in writing
with each Subprocessor that imposes obligations that are (a) relevant to the services to be provided by the
Subprocessors and (b) materially similar to the rights and/or obligations granted or imposed on Secureworks under this
DPA. If Secureworks proposes to appoint a new Subprocessor, Secureworks shall notify Customer (including without
limitation by email or by posting a notification on the customer portal or the Cloud Services portal) and allow Customer
to object to such appointment within 30 days of such notification being made. Customer may only object to the
appointment of a new Subprocessor on reasonable data protection related grounds. If Customer objects, the parties
shall use reasonable endeavours to agree alternative arrangements. If the parties cannot agree then Customer may
terminate all Services affected by the appointment of the new Subprocessor subject to providing thirty (30) days written
notice to Secureworks and making payment to Secureworks of any and all fees that are due and owing for any Services
supplied prior to the termination date (on payment terms in accordance with the CRA). The parties may agree a shorter
period of notice if applicable. Failure by Customer to object to Secureworks’ notification within thirty (30) days from the
notification being made will be deemed to be Customer’s agreement to the addition of the new Subprocessor.

BAT—42DiEE (BHoMAZMHT) AY—EXANRT L. BEKEINSERICLIDIERND > 7-HE

Secureworks |l B EBRIEC N ICBAT -2 2EETDIHDELEY, /=7 L. Secureworksld. (a) ;E2. RE. T
E BB ARV T IATUVROBHFICE DR, RELHETIROEUYERIFETEILDEL, (b) BAT—
2N i%®?§§J%’5_’Secureworks®*‘/747_-!.\#3\6‘)‘%%3‘%Ztb*é@ﬁ’ﬂﬁ‘ﬁ%%i’é?@b\i}%é\ LM, Bx%
MEAT 2 &K ZHDE LET, &K (@) Xk (b) ICEDWTHEEZER L TWLW 2. DPAOREN S| T &8
HAEnzb0e LEY, ()SCCEY 2 —/L2 $8.55 MEOHEEOT — X DEEXITEN) . KU(ii))SCCHE16(d)5
(IBEZHYZBEOIEBETRURER) ICHEWT, BEEIE. AU —EZXXIIDPAY (BEEZHEHT) KT LA Z, @
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4.8

4.9

AT — & fJ‘ﬁ'JB?é N3 (BEHISRNESNAWL) ZE2EIRTDHDE L, Secureworks 13, PEHENSEETER
ENBEICOHR, AT —2OBIREILEBRTIHLOELET,

Deletion of Personal Data: Upon termination of the Services (for any reason) and if requested by Customer in writing,
Secureworks shall as soon as reasonably practicable delete the Personal Data, PROVIDED THAT Secureworks may:
(a) retain one copy of the Personal Data as necessary to comply with any legal, regulatory, judicial, audit or internal
compliance requirements; and/or (b) defer the deletion of the Personal Data to the extent and for the duration that any
Personal Data or copies thereof cannot reasonably and practically be expunged from Secureworks’ systems. The
provisions of this DPA shall continue to apply to Personal Data that is retained by Secureworks pursuant to this clause.
For the purpose of (i) the SCCs, Module Two, Clause 8.5 (Duration of processing and erasure or return of data) and (ii)
the SCCs, Clause 16(d) (Non-compliance with the Clauses and termination), the Customer elects that upon termination
(for any reason) of the Services or this DPA, the Personal Data will be deleted (and not returned to Customer) and
Secureworks will only be required to certify the deletion of the Personal Data if requested in writing by Customer.

DPAEBSFIRINDIRE Secureworksld, BEHNLEENLEMIC LI EFERII-EE (L LR2ABITIEQCHEE
EBZBRWHDELET) . SecureworksA’'DPAICE DK EBEZBTF L TWE T & %uﬁﬂﬂ’&% 7-DICEBEICHER
BHREZBERICIRELET,

Demonstrating compliance: Secureworks shall, upon reasonable prior written request from Customer (such request
not to be made more frequently than once in any twelve-month period), provide to Customer such information as may
be reasonably necessary to demonstrate Secureworks’ compliance with its obligations under this DPA.

EERUKRE PEBE. F4.85ICE DV TSecureworks HY Rt L 72 1 ¥R H'Secureworks ® DPABSTIR T D EE A t L
THHTIE AW ESENICHIRTT 23545, BET % Secureworks DAL (ZEE T 2 DPADESTIR LA BEE X IIRE

BRI T, ROESITHL, BIET 2 Secureworks DALIEICRE T 2 BB ~DAEBN ATVt A2 BHET DL LN T 'éc %)
boELET,

Audits and inspections: Where Customer reasonably believes the information provided under clause 4.8 above is not
sufficient to demonstrate Secureworks’ compliance with this DPA, Customer may request reasonable access to

Secureworks’ relevant processing activities in order to audit and/or inspect Secureworks’ compliance with this DPA
PROVIDED THAT:

(@) HBEFIL. Secureworks!I¥ L T, BEENIFEEDI0HLLLFH] k :JEE’J?&%E L2BMEITSBDELET
(=2l 774y =K Eﬁ%’%%@un T, MEREFOAR. T —4RENRELALBRIC. FKEDED
FUVBEWHRNBRAINSHEIE. ZORY TEELwWbneLET, )
Customer gives Secureworks reasonable prior written notice of at least thirty (30) days before any audit or
inspection (unless a shorter notice period is required by Privacy Laws, an order of a supervisory authority,
otherwise agreed between the parties, or in the event of a Data Breach);

(b) BEENIIREIL. 12 »A I @tL\?’fﬁf%i@%*ﬁffﬁbﬂﬁk\%@t LET, (L. 7741
—iAs Eﬁﬂé%@un SEN ﬁé%%?aﬂ@ BE. T XRENRELIGEIC. HREEZ LR 2HEE. ZOR
DTlrBEVbDELET, )
audits or inspections may not be carried out more frequently than once in any twelve-month period (unless required
more frequently by Privacy Laws, an order of a supervisory authority, otherwise agreed between the parties, or
in the event of a Data Breach);

(c) BEERIE. SecureworksiZXf L. EEALHD2ERULFIIC, BEEOHE, HEHM. EEMBAZEHL
TEMAEEBEEARE T2 D& LET, Secureworks |y, UEZEEHBEEAERAL. EELABSCEM
FEZEGFGSBERICERTSbDLE L. 20Kk, MYFEE, BROGEREFHEZEEIS2bDELET,
Customer submits to Secureworks a detailed audit plan at least two (2) weeks in advance of the proposed audit
date describing the proposed scope, duration and start date of the audit. Secureworks shall review the audit plan
and provide Customer with any material concerns or questions without undue delay. The parties will then
reasonably cooperate to agree a final audit plan;

(d)  Secureworksld, FAEZEEL DD, EFSRUVE=-FHLOMERFRFICERLABAVWENT, BHBR~AODT7 71

x%%mia_tﬁrgéﬁmttiio(ﬂ¢1Uf4—-ﬁmv /3/-ﬂ/ﬁ DRFPFRANR—R
DOAZABLICRFET S22 LETEETY) | BERAUBEROEEANICLS, BOBEROBEKRT —
REERY > TV BHERENS <4%A0ﬁﬂ®ém1mﬁtﬁ«®$%ﬁ®;7tx I ERICKYELL
FIREINE T, BEEIL. SecureworksDiR Y > — EEEE FHRICETIHEHOSVERITANR%E.
EEXIIRENThNI-Secureworks D+ 7 1 X2 (BEFHNTHZ2HYENTH 1 2MbhT) MELEWLS
DEL, BCOEBANEBERBFIRS L2 RIAET2EDELET,
Secureworks may restrict access to information in order to avoid compromising a continuing investigation,
violating law or violating confidentiality obligations to third parties. Any access to sensitive or restricted facilities by
Customer is strictly prohibited due to regulatory restrictions on access to other customers’ data, although
Customer and/or its auditor shall be entitled to observe the security operations center via a viewing window).
Customer shall not (and must ensure that its auditor shall not) allow any sensitive documents and/or details
regarding Secureworks’ policies, controls and/or procedures to leave the Secureworks location at which the audit
or inspection is taking place (whether in electronic or physical form);
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(e) PBEBKIZ. BEENXILHE % Secureworks D@ FE DEFKIFRE R ICEET 52 H D & L. Secureworks D FF5 % it
SEHRVWBDELET,
Customer carries out the audit or inspection during normal business hours and without creating a business
interruption to Secureworks;

(  EENIIREIL. SecureworksDEIET ZHERICHEIT DRI v —RUOFHKIH->TITHhhdbDELET,
the audit or inspection is carried out in compliance with Secureworks’ relevant on-site policies and procedures;

(@) BEKROLDICE=ZFHINEEZXET S50, AXF=-FIICRALAFOWERFEBICRS2b0E L. »
D, SecureWorks DEEDEHEE TIEHRWHEDE L £, Secureworksld. UXF=HENEE#*RIET DE1IC,
EELAZE=F OB THRERITICEHT 2ZNELMET 2ENZBRTIZBDELET,
where the audit is carried out by a third party on behalf of the Customer, such third party is bound by similar
obligations of confidentiality to those set out in the CRA and is not a direct competitor of Secureworks.
Secureworks reserves the right to require any such third party to execute a confidentiality agreement directly
with Secureworks prior to the commencement of an audit or inspection; and

(hy HZEENIZREIC L Y SecureworksH'DPAICTED 2FIFITER L TWZ EWHIBBL -5 E 5B E. BEKE
l&. Secureworks 7 E4.95%DTED ITHE S 7=DICFKEE L =B ER (Secureworks W EZE I G L 72FFfIC
L. Secureworks, HERUVEMRICH L TREL-EFAEXET) #BBTIZHLDELETS,
except where the audit or inspection discloses a failure on the part of Secureworks to comply with its material
obligations under this DPA, Customer shall pay all reasonable costs and expenses (including without limitation
any charges for the time engaged by Secureworks, its personnel and professional advisers) incurred by
Secureworks in complying with this clause 4.9.

BERIE, BRINZEDICIVELEINTOAVRY BL49FRICEOIVWTERLAEEREENEL Z—5F
Secureworks|CIRET 2 D& LE T, BRERIG, BRETREEEZ. 77 ANV R LOEELH-THHUX
IIDPADEHAH7-3 L A HRT2EMNTERTLZIEHNTEDZ DL LET, UREERESIMYEEM
DHEZIERICEET H2HDELET,

Customer shall provide to Secureworks a copy of any audit reports generated in connection with an audit carried out
under this clause 4.9, unless prohibited by applicable law. Customer may use the audit reports only for the purposes
of meeting its regulatory audit requirements and/or confirming compliance with the requirements of applicable
Privacy Laws. The audit reports shall be Confidential Information of the parties.

BEKKIL, SCC., EY 12— 2, FBI(C)FMTELIA)FICHE LT, DPAFBLIZOHENBEKRICLIEE
DOERICHALAEND ZLICABETHEDELET,

For the purpose of the SCCs, Module Two, Clauses 8.9(c) and 8.9(d), Customer agrees that the provisions of
clause 4.9 of the DPA shall be incorporated into any audit request made by the Customer.

5. ERNLBE

International transfers

5.1

5.2

Secureworksd., AY—EZDRFICEHEL., NIIBEOEKEO—RICEWVWT, FE5XRICETE, BAT—ERU+E
FaVTAARY L - T2 5BROEESHRELIEEICBERT 28MEHNH Y £, Secureworksld, 771
Ny —REL[AT — X OERRBEICOVWTOOECDHA KA VA ERBTEHLDELET,

Secureworks may, in connection with the provision of the Services, or in the normal course of business, make
international transfers of the Personal Data and Security Event Data to its Affiliates and/or Subprocessors subject to
the terms of this clause 5. Secureworks takes into consideration the OECD Guidelines on the Protection of Privacy and
Transborder Flows of Personal Data.

AY —ERDIRMHE USecureworksIC L 2 EF 2 U T A ARV b - T—XOLEH, (@Q)BUNEEEE., 1 FUZARNY
ZA 2, (b)BEZE (T ICER)ICARTE Y 5 Secureworks(X (£ Secureworks DB E S K MEAIREE )~ D/S—/ F
LT —ROBEEESHE, MEEHEE. EIICEVWTSRINSISCCHEXBERICBAINDGZLICAET S H
DELEFTAFVRAXIEZAAZDSLOBEICOVWTIE, BRBICH LT, JISOERNKEICL > TEBESNET),
AREIZHITE [E=E] &1, GDPRE45E (NIEAFURBLLWERAARDT 74Ny —RIZHE T 2RBEDORTE)
ICEDKCFDUREDOHRELE>TEDLT. MOTTANT—RICLY N—Y F LT —ROBELFIR IR LN
2EZEWLET, SCC. DPA, 774 N —KOBTFENELTHZEIE. (1)7 7432 —%K, (2)SCC. (3)DPA
DIEICEESINES,

Where the provision of the Services and/or Secureworks’ processing of Security Event Data involve a transfer of
personal data from (a) the European Economic Area, the United Kingdom and/or Switzerland to (b) Secureworks or
any of Secureworks’ Affiliates and/or Subprocessors located in a Third Country (as defined below), the parties agree
that the SCCs as referenced in Schedule 3 shall apply to such transfer (as amended (where applicable) by the country
specific provisions also referenced in Schedule 3 for transfers from the UK and/or Switzerland). “Third Country” in this
clause means a country that is not subject to an adequacy decision pursuant to Article 45 of the GDPR (or a similar
provision in the Privacy Laws of the United Kingdom and/or Switzerland) and to which a transfer of personal data would
be restricted or prohibited by Privacy Laws. In the event of a conflict between the SCCs, this DPA or Privacy Law, the
order of priority will be (1) Privacy Law, (2) the SCCs and (3) this DPA.

5
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53 SCCH/S—V T — L DBERIIHT 2EMEENRILE 4 o > 7358, MEAFEHIE, BRIND T 741
— RIS CEHEBGRAERICRETED LS. REBELLZBEAZOMAODLVTHEEZ L > TEET 57510, &
R ET 2D E L, ié NI-RBEFELZ GEMICEITIIRELRRY JE’P# IEHETHILDELET, NI

&, FIARTREA DBYI ARG E (IS, MEEEI/RENLT — 4 BEFROBHICERT I LEENET, $535%
29 > TREDBEFERIC ’C'a?tub\othj—m ME—D DRI L BURIEE 4. Méﬁr%ﬂ!ﬁf EX0RTELE
To TOLIWRRICE b\’C\ BERIE, SZRTAIORABICREE L. &ﬁﬁ?%ﬁi%lﬁ(%(:%ﬂ%‘cé (Wit S INWIORS
—ExReE, F=EFHR (CRADERICRD) ICEES 2RE L £ 6T, Secureworks|CXI I BB EES LD L
LEJ,
If the SCCs cease to provide a valid legal basis for the transfer of personal data, the parties shall without undue delay
meet to agree in good faith what alternative transfer methods are available to ensure such transfers can continue in
accordance with applicable Privacy Law and implement an agreed alternative method as soon as reasonably
practicable. This may include the parties agreeing to enter into an alternative data transfer method where available and
appropriate. The sole and exclusive remedy for failure to agree an alternative transfer method in accordance with this
clause 5.3 shall be the termination of the affected Services. In such circumstances Customer shall remain liable to pay
to Secureworks all unpaid Services fees as set forth in the relevant Transaction Document accrued as of, and
attributable to the period prior to, such termination together with any applicable fees associated with Third Party
Products (as defined in the CRA).

54 MHFEEI, SCCHRHENFKEICEHL THRARDENZILD & ERHTWDBIHA, BET2LHEED. B O OFE
DI-BICZDIEREERTH I EEZROTVWBLDLSIC, FEIC, BRIC. BTEE LT, BEL T, 1 2EENA
FETITH T 2EBZE2HT 2 LBNT 2 LICRABELET,

The parties agree that where the SCCs require the use of best efforts in respect to a specific provision this will be
interpreted to mean an obligation on the relevant party to act in good faith, in a diligent, determined, prudent and
reasonable manner, as if that party were seeking to achieve the result of that provision for its own benefit.

6. F—R1{2E Secureworksld. DPAICE DK BLDEBEINETICERL TTF—4BENPRLELBE. ROWEERS H D
ELEY,

Data Breaches: Where a Data Breach is caused by Secureworks’ failure to comply with its obligations under this DPA,
Secureworks shall:

6.1 Secureworks|d, T—XRBEORLELZHERLI-HE. EFABERICEAM L. Secureworksh'iEIE L TW 2 EE T
T—REREOHPE, BRI, YT —XEE~NOERBEFADHRRVSHOMNEKICEAT 2EREFRERITIIOELE
—3_0
notify Customer without undue delay after establishing the occurrence of the Data Breach and shall, to the extent such
information is known or available to Secureworks at the time, provide Customer with details of the Data Breach, a point
of contact and the measures taken or to be taken to address the Data Breach; and

6.2 Secureworksld, 7 —XEEFICEHTIHEERMERICEL T BERICABNABNZRELES, (FI71410—
BICEDCRHNERRVOEELZ T -AAICKT2BHMEEAE TN, INSHICRESINEEA. )
reasonably cooperate and assist Customer with any investigation into, and/or remediation of, the Data Breach
(including, without limitation and where required by Privacy Laws, the provision of notices to regulators and affected
individuals).

BERA Eﬁ%’(é%\ ZOMORHN LB ULEEEEICH L TT —2BFICHT 280275 2 L2 BRT 5354, (EA
ENBHEBICLYBESNTWSIHEEKBE) Secureworks 123 L TUBAABT AR T 2MEE2 525108 L.
Secureworks AR L - BN G BERRMBEEZ RS L2 DL L ET,

In the event Customer intends to issue a notification regarding the Data Breach to a supervisory authority, other regulator, or
law enforcement agency, Customer shall (unless prohibited by applicable law) allow Secureworks to review the notification
and Customer shall have due regard to any reasonable comments and/or amendments proposed by Secureworks.

7. LX2YFL44RVF - TF—4& SecureworkslE. AV —EROBHEICEELTEF 2T ARV - T—REZNIBT 3
HbDELET, BEKIZ, BRICEHESIN2 X2V T4 —EX &R, Y—EX0OREHE, #eemt, ARENTEF2
VT4 ARV - T—2HNEBENZZEICABELEY, Secureworksid, ¥ aUTF A ARV k- FT—RIZEFND/—
VFILT=RIZOWTIET—REEBHICZY L. Secureworksid, BAINDI 774 N — (4 B8FT 2E8EFX2EBVET,
DPAIC m@é@AT L ORTRRUOBERICET 2611013, ARICEDZFAENICA7TcEF 2 VT4 ARV E - T—42D
MBICIEERAINBZWHDELET, 7272 L. DPAXIZCRATHHZE INTWLWBIHE, XIFHZFBATRPERINE EZEXIL
ﬁ;‘f%ﬁ(:ﬁb\’(%j@éﬂ@b\ﬁﬁ W, BEBEEHLEBLZEFAUT ARV - T—4%, (BESHKROVENESE%K
<) B=HFICHRLAWEDE LET, Secureworksld, AU —EXDRTHEIC (WHARZERICEWLWTY) £X¥aUTq
ARV b - T=REBIMNIEBEET DL BEHEILERINBVEDE LET, BEED (%?%*E%ET%%%FER@
BMHEUBHFICLD) ENICHENE2ETI2DICEDIE, EF1VTAARVE - T—252BESIZ28HVES
Secureworks|H/EEEDERICE WL, WRADHI2BHTORMRTHIEF2VT 4 ARV b - T—R %, éluﬂ’]%jj@d%%)
BEOERDE L OZEE, B LAREARYRCNISTEET S ZEICRRLET,

Security Event Data: Secureworks will process Security Event Data as part of its provision of Services. Customer
acknowledges that Security Event Data may also be processed in order to develop, enhance and/or improve security services
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10.

and the products and services offered and provided to customers. Secureworks shall be the controller in respect of any
personal data in the Security Event Data and, as such, is responsible for processing the Security Event Data in accordance
with applicable Privacy Laws. Restrictions on the disclosure and transfer of Personal Data in this DPA shall not apply to
Security Event Data processed for the purposes described in this clause PROVIDED THAT Secureworks shall not disclose
any Security Event Data that is traceable to Customer to any third parties (other than Affiliates and Subprocessors) unless
permitted under this DPA and/or the CRA, or the disclosure is required in order to comply with applicable law or legal process.
Secureworks shall not be required by Customer to return or delete Security Event Data upon termination of the Services (for
any reason). If Customer is compelled by a legally binding order (e.g. of a court or regulatory authority of competent jurisdiction)
to have the Security Event Data deleted, then Secureworks agrees, as legally required, to delete the Security Event Data that
is the subject of the binding order as soon as practicable following receipt of a certified copy of such binding order.

T3ANY —BETM BEKRHN. XY —ERITHITF SSecureworks H 1T I EAT — X DNEBOEE T, BEELH~DER]
% &, SecureWorksH' TS BAT — X DB ICEEET % T — X REXET M4 RET 255, Secureworksld, &I
NAREETINICHNTE2L0E LET, 72721, Secureworksld, HBZHBNICHD» 2 EENAERZHEKRT 2 ZBR
T5b0ELET,

Privacy Impact Assessments: Secureworks shall provide reasonable cooperation and assistance to Customer, to the extent
applicable in relation to Secureworks’ processing of the Personal Data and within the scope of the agreed Services, in
connection with any data protection impact assessment(s) which the Customer may carry out in relation to the processing of
Personal Data to be undertaken by Secureworks, including any required prior consultation(s) with supervisory authorities.
Secureworks reserves the right to charge Customer a reasonable fee for the provision of such cooperation and assistance.

CCPAICEHT 25 AXIZ. AV —EROBHEICEVWTAY 7ALZTHNOBEEEOBAT —XHMEINS & ZIZRY
BA SN E T, Secureworksld, Y —ERERMET S, XL, DPARUCRAICE W THREICHEINI-BENEELEXEE
MO BERDT-HIC, HEEOBAT —24RFL, EFALXEATT2Z L5280, AEBNOLOICEAT -2 %R
FL, BALXIIERT 22 BEINTWEZEZRBL. AELEFT, £7-. Secureworksld, AP —EXZRMHET
5. Xl&. DPARUCRAICEWTHREICRESIN-ENZELBEENIILELRSEEEZRE, HEEOBAAT —RE35H
ICINEL, BFRELXEERLAVWEDE LT, Secureworksld, BEEDBAT — X OEIEWVICET 2AXXKTZOMHO
DPADHTEDHINZEEE L, BOICBINIEB2ET I L 2FIAL FT, MYUEHIL. BEHH Secureworks 221t
TEHEEOBAT — 2P, @BEXIEZOMOMEDH 2D /ZHICIREINZ DO TIIRVWZ L ZHBICERL. RE
LEJ,

CCPA-Specific Requirements: To the extent that Personal Data of California residents is processed in the provision of the
Services, this clause 9 shall apply. Secureworks understands and agrees that it is expressly prohibited from retaining, using,
or disclosing Personal Data of consumers for any purpose, including retaining, using, or disclosing such Personal Data of
consumers for a commercial purpose, other than for a business purpose, including providing the Services or as expressly
permitted in this DPA or the CRA. In addition, Secureworks will not further collect, sell, or use Personal Data of consumers
except as necessary to perform a business purpose, including to provide the Services or as expressly permitted in this DPA
or the CRA. Secureworks certifies that it understands the restrictions contained in this clause and otherwise in this DPA with
respect to handling of Personal Data of consumers and shall comply with all such obligations. The parties expressly
acknowledge and agree that Customer is not providing any Personal Data of consumers to Secureworks for monetary or any
other valuable consideration.

—#EEIE DPAXIIZDMOREICHALH LT, MYFEE(F, DPAS L USCCIZE DL TSecureworks h BB R D 7= & (4L
BLBEAT —2ICEY %Secureworks DEEIE, CRAICHRTE S N7- ERKRUEHEICBRE. DPAO WAL SFEDH. CRAIC
MESINZEE, ERZOMOXILEZITIER. EBEZLEARTZ2HOTRGEVWI LICAELET,

General: Notwithstanding anything in this DPA or otherwise to the contrary, the parties agree that Secureworks’ liability with
respect to the Personal Data processed by Secureworks on behalf of Customer under this DPA and under the SCCs shall be
limited to the amounts and types of liability as set forth in the CRA and nothing in this DPA shall expand any responsibility,
liability or obligation to pay damages, costs, expenses or otherwise beyond that set forth in the CRA.
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SCHEDULE 1 TO DATA PROTECTION ADDENDUM
Processing description

1 WIBDOER Subject matter and purpose

Secureworksld, CRADEZHICEOVWTIERtF 12U T4V —EREBERICEMHKL. BEIXE, -t
ZLARUTIY =XV b b—EREREZOMICREIN AT —ERARHBT 2-DICEAAT—2D
WBZITWET,

Subject to the terms of the CRA, Secureworks provides information security services for Customer and
processes the Personal Data for the purpose of providing such services as set out in the applicable
Transaction Document, service level agreements, Service descriptions or otherwise.

2 3B DRI  Duration of processing

Secureworks|Z., CRAOEMEM S, EAT—X B L TUETZH D& L, DPAILHK > TEAT — %

TIRBEXITHEETDHDELET,

Secureworks will retain and process the Personal Data for the term of the CRA and in accordance with the
provisions of this DPA regarding the return or deletion of the Personal Data.

3 F—4RFE{k Categories of data subjects

RORFIZET BMEAN. BAT —ROUBRUBERICHRD T —EREHY £T, @BE. BE. X
D, (MEEBERVP/X—FF—_ (ii)Secureworks "R T 2 A Y —EXDHRERZ BERRDIBER X T L
EFAL, T/ ERT2EEHEERMEA, (i)7 FANA Y= arvHirgr b ZHE, EBZEER
OCRIEBA, (VVRREIIE, W56, BaE, (v) ELEXERVOHZ) BET 7 X —

The Personal Data processed and transferred may concern the following categories of data subjects: past,
present and prospective (i) employees and partners, (ii) clients and individuals who use and access
Customer information technology systems for which Secureworks provides Services, (iii) advisors,
consultants, contractors, subcontractors and agents; (iv) complainants, correspondents and enquirers and
(v) threat actors (suspected or confirmed).

4 N—YFILTF—XDIELE Categories of personal data

4.1 Secureworksh T —RXUBEDIZE I WEXIBEINIZEAT -2 0EHEIEZ, UTORTZEH
FIH. INBICRES NGV DELET,
When Secureworks is acting as a processor: the type of Personal Data that may be processed
and/or transferred includes (without limitation):

(@ 2797FY—EXRRUMSSHY—E R For both Cloud and MSS Services:

(i) EFa2VUTF4RI/XET77—bOURBICEEFNE XY FT7—0F7—& (IP7FRLZR, 7BEX
4., 7AtER - F—F—=ID, 2—HID, MACT FL R EDEBDT /N4 R@BIF. *v +7
— U 774y T7A— BEXAZT—X, V&K E) . Network data (such as IP
address, process name, process owner ID, user ID, MAC address or other unique device
identifiers, network traffic flows, communications metadata, machine names) within process
security logs or alerts;

(i) TVRRAVEF ZT—SzrbDOT77F4ET4ICBT2, 2—YRIAET—% (—YID. IP
T7RLZRLMACT FLR) ROTBER -T2 74E74 (2—HID, IP7 FL X, MACT K
LX) User authentication data (user ID, IP address, MAC address) and process activity (user ID,
IP address, MAC address) in connection with endpoint agent activity;

(i) EFaVT7407XIET7—bOUBIZEITE, BREOHD77A4N, Zy b T—0 - 777
XY MIZEENDEANT — X, Any Personal Data within malicious file fragments, network
fragments within process security logs or alerts;

(iv) P—EXORHBICEL T, BEYFR— M2 EBFITIRICEEFENED DL EAERLZBAT
— &, Any Personal Data which the Customer elects to include in the course of requesting
customer support in the course of the provision of Services.

(o) AYHIT4 Y —EX For SRC (Consulting) Services:

(i) EIREBER (KRG, FF. BFA—LT LR, BFES. FAXES, Btk L/ —>ICHE
9 %15#) contact details (which may include name, address, e-mail address, phone and fax
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4.2

contact details and associated local time zone information);

iy EABR (&4, BFl. B, AOEd7T—4RU0A T —> 3> 7 —4%) employment
details (which may include company name, job title, grade, demographicand location data);

(iiy ITY2FLER B :2—YID, SZXT—F, aAvEa—%%& FAXAVEZ IP7RL X,
cookiem&E DY 7 bz TER/EX - DBHER) IT systems information (which may
include user ID and password, computer name, domain name, IP address and software usage
pattern tracking information (i.e. cookies));

(iv) WEHREMICET 2%, Y R— ROV —EREZRET BB T, BRENICT IR T DA]EE
MHHD, T—REERDBEFA—LORNBRRVEET — K, (BEONLRTI/ELXITIE, BF X
—LDEE, =T 47 BEICETIEFA—NICLEII22 75— a v RUT—4R%
EHmE LFEJ, ) datasubjects’ e-mail content and transmission data which is available on
an incidental basis for the provision of information technology consultancy, support and services
(incidental access may include accessing the content of e-mail communications and data relating
to the sending, routing and delivery of e-mails);

(V) T—REBEICHLT, XIET—XEEDLDICREEN BB ROY —EXDREA, details of
goods or services provided to or for the benefit of data subjects;

(vi) BAEIER (F): ERBHR. ILEHRUCIBITOEER) financial details (e.g. credit, payment
and bank details);

(vii) BEOICEAT—XOMNEBEITS> ZEICLY, BONMIINIAREEL’HZEATIY —0
T2 AEND L CIERENRE. BUARNEE. RENL L IEEFNESR. XIEHEEE
DA, BEEET — 2 (BAENXIEBHANARRISREZED). HEEXITERNIER
. BPREERVCLREREEES L IIBEET 2HHFHR. V—>vltFaUT4—ICB8T27 7
A I E(Y T %354) special categories of data (if appropriate) which may involve the
incidental processing of Personal Data which may reveal: racial or ethnic origin; political opinions;
religious or philosophical beliefs; trade-union membership; genetic data and biometric data for
the purpose of uniquely identifying a natural person; data concerning health (including physical
or mental health or condition); sexual life or sexual orientation; criminal offences or alleged
offences and any related court proceedings; social security files.

Secureworks 7T — X EBEDIHE | MEBEXIBERIN D /—Y FILT—20EHEIZ, UTOAR
TRBPETH. INLICRESINEVWEDELET,
When Secureworks is acting as a controller: the type of personal data that may be processed and
transferred may include (without limitation):
(iy BI4.A(@)(0)-(v)ERICEEE L ZBR LR LCIEHR  the same information as set out in the preceding
section 4.1(a)(i)-(iv);
iy XY —EXROBRHAPICEF2UT ARV E - T—XICEAEL TNET 21EH  any other
information related to Security Event Data which is collected during Secureworks’ provision of
Services, and
(iliy RY—ERXZ2X22EBEEATIBRICRHEINDIARELH S, BEKR (RIZZDHE) O
=Y FNLT—=2T, UTORBZEH INLICREINAVEDELET, ()HHTEBIC
BEdT21—YID (MEEE) . (i)7Hh7 > NERICEET 2 1—YRIER (K4, Bl
SHE. BFA—ILT LR, BHEES. SEMOMER. 2—Y4%,. 2—4ID) any personal
data that Customer (or its personnel) may submit through the use of the platform(s) supporting
the Services, which may include (without limitation): (i) user ID in connection with analytics
activities (browsing history) and/or (ii) user authentication data (first/last name, title/position,
company, email, phone, physical business address, username, user ID) in connection with
administering accounts.

5 v

54 7FT—42 Sensitive data

5.1

5.2

Secureworks A’ 7 — R WBE L L TaAVH LT A I —ERZRETIIHEE : AV —EXD1R{H
IZBRL T 41(b)ViICEE S NI REED /N — Y FILT — X OBRENBLEE 1T 5 AlgeEN H
ET,
When Secureworks is providing SRC (Consulting) Services and acting as a processor: the
provision of Services may involve the incidental processing of special categories of personal data as
described in section 4.1(b)(vii) above.

Secureworksh*' 7T — X BEBEDIHE  HRIAEED /- ST —&E, EBHNIZERICINE
INEHA,
When Secureworks is acting as a controller: special categories of personal data are not actively or
intentionally collected.
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WIFhoigad, WEINFIABEO /X —V FILT—20REX, K2 (¥ 743458 IR
Eadht-, Z2BBEBRUFHRICEICHDE LFET, In each case, safeguards and restrictions to
protect any special categories of personal data that may be collected are as set out in Schedule 2 (Security
Measures).

6 B DREKRE  Nature of the processing

NR=YFLT—=&F, UTOMNEBOXNRICAY T BBNAFRICLZ2AENEEHT. INE. L
fRE. B, BHRE. BEELCIEER, BER. 2R, F/H. 2EICL2HATR. BH. XiEZn ot
SRR DB DICT 22 &, BIINITHEE., #IR. BEBLIIBIBOL S, =V FILT—2XiE
—BEHONR=YFLT=RIIH L TITONEH 5P D BRIEFE - IE—EDIRE,

Personal data will be subject to the following processing activities: any operation or set of operations which
is performed on personal data or on sets of personal data, whether or not by automated means, such as
collection, recording, organisation, structuring, storage, adaptation or alteration, retrieval, consultation, use,
disclosure by transmission, dissemination or otherwise making available, alignment or combination,
restriction, erasure or destruction.

7 |{245H#3R Retention period

RIFHAM L. SecureworksDRER Y v —ICREEHEINEbDE LET, BEDAY —EXICHEBINLRE
KUY —d, BEFROEEICLEBERICEIVTRME SN E T, Retention periods are as set out in
Secureworks’ retention policy. The retention policy for specific Services is available upon written request from
Customer.

8 4% Contact details

8.1 PBEHOEERERUVT—XREEFE | CRADRE. XIFCRAICED CEAICHES,
Customer contact details and Data As set out in (or otherwise notified under) the CRA

Protection Officer:

8.2 Secureworks DERILK T —X{7#E | EF X —J/L Contact email: legal@secureworks.com
HEE T—X{REEEH DPO: privacy@secureworks.com
Secureworks contact details and Data
Protection Officer:

10
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SCHEDULE 2 TO DATA PROTECTION ADDENDUM
Security Measures

ZOBHRLF VT AICBETIMBIF. BEERT — XA RET 5720 DSecureworks DIEEE (TEA I N FEF, This information
security overview applies to Secureworks’ corporate controls for safeguarding Customer’s Personal Data.

X2 VT4 ICEAT 5 ERER Security Practices

Secureworks|d, (PERIBEARETH7-DICEREF 2V T BREEELZETL. WBEREF2V T4, QVRTLRVEEEE,
BFIFE. WANF Y RIZODVWTEDTWET, HXEHAEAE |ISecureWorks DREBTEIFICL > TEARSh,. BERE L HT
bnTuhEd,

Secureworks has implemented corporate information security practices and standards that are designed to safeguard Secureworks’
corporate environment and to address: (1) information security; (2) system and asset management; (3) development; and (4)
governance. These practices and standards are approved by Secureworks’ executive management and undergo a formal review on
an annual basis.

HBHNELEEEE  Organizational Security

X2 VT/ICET2ERELIND ZLF, BHEORE T, EREELZETT L2010, BHREF 2 71 BFULRDOEZE
ZHEVWET,

It is the responsibility of the individuals across the organization to complywith these practices and standards. To facilitate the corporate
adherence to these practices and standards, the function of information security provides:

1. EEg, R —/EELSCICHRFIOEBT, BEFALACCICHE, VRY - TERAV M £F2UT 4 EKREE, 77V
G—=arvBoWMA Y7 7RI 9Fv—-aArYLT 407 BRTALOEBRRTBHOEF 1) T (3B DER
Strategy and compliance with policies/standards and regulations, awareness and education, risk assessments and
management, contract security requirements management, application and infrastructure consulting, assurance testing and
drives the security direction of the company;

2. LERBRICBIT2EF a2V T A BERBEZWITT27:00EF2UT 4 TR, FAEUVEFa2 VT4V Ya—ar0ERE
Security testing, design and implementation of security solutions to enable security controls adoption across the environment;

3. MEfTEhftFalTqvVa—var RRE BECETZEXFAUTA0ERE, ATy FRILOER
Security operations of implemented security solutions, the environment and assets, and manage incident response;

4. (eDiscovery & U'eForensics # & 8) FHED/-HDEF 2 )T 48R, FR. T —XRERVCAZICBETZ74L VP v s
AE
Forensic investigations with security operations, legal, data protection and human resources for investigations including
eDiscovery and eForensics.

BEDDERUVEE Asset Classification and Control

Secureworks TIE PR R BN LEEZ LR LEBE L TWLW £ 9, SecureworksDITEBFIIE, RO K> hEEZLHKL TLWET,
Secureworks’ practice is to track and manage physical and logical assets. Examples of the assets that Secureworks IT might track
include:

o BREE:FWEDT —Z~N—R KEFEIHFE, FEMEE. T —298EE T-hA T INBRE L,
Information Assets, such as identified databases, disaster recovery plans, business continuity plans, data classification,
archived information;

o VIINVITEBE REDTIVIr—av, YATLYTZMITRHE,

Software Assets, such as identified applications and system software;

o YEBWEE:RFEOY—N TR MY TR/~ Ry Ay Ny Ty TRIRERT 7. TV &, BIERSELR
t\\v::

Physical Assets, such as identified servers, desktops/laptops, backup/archival tapes, printers and communications
equipment.

INOLDEEG, FEAOEERICEOSVLWHEBEORINDEINTVLET, N—VFILT—ZDOEYFWICETI2ERAA K
TAVITEDWT, BR. BN, MENGERBEOREANTEDONTVWET, ZOFRT, T/ EXEE, BSk. A¥r
TRUER. T—HEOFENEENDHBELHY £T,

The assets are classified based on business criticality to determine confidentiality requirements. Industry guidance for handling
personal data provides the framework for technical, organizational and physical safeguards. These may include controls such as
access management, encryption, logging and monitoring, and data destruction.

ABtEF 2 YT« Personnel Security

RA7ALRICEVT, SMIFOESICEIVWTRI Y -V IEEMNMTHNE T, Secureworks Tld, BEEMREEMITOHE D
VTTGAT VR hL—Z VIR EBEN, REERBEBREF 1T AT - TI7ANRY—IZETEZF I - 0—R%E2F
11
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HBL. AT DZENEBLFIONTUVET, BREICEL T, X2V TABE AT LICESVWTZOMOERD R I E
ED

As part of the employment process and subject to local law, employees undergo a screening process at hire and periodically thereafter.
Secureworks’ annual compliance training includes a requirement for employees to complete an online course and pass an assessment
covering information security and data privacy. The security awareness program may also provide materials specific to certain job
functions.

3B - BBt X2 Y T4 Physical and Environmental Security

Secureworks (., #IBHELF 212U T4 DY XV ZEBT B/, KA BTN - EFLOFEZFHEL T X3, Secureworks D
X2V T4TF—LlE, BRSDBYE B LWEEZEAL, %@m@%ﬂ\$¥W§\%ﬁ®%@K%¢% B A D LT
BHICHERLET, £/ EF2UTAF—LIE. ZERORI NS 77 4 Z0BEREB T, 2 LT, MEOEEIZTE
SecureWorks DERFEOM A % iH7/-F FEZ%&EIRL £9, Secureworksld, 7—F 77 F v, B, YATLA2E8T, BEDES
EERBLIEODAT, EX¥a T4 ICHd2MYBEAZRFTTI2LDELET,

Secureworks uses a number of technological and operational approaches in its physical security program in regards to risk mitigation.
Secureworks’ security team works closely with each site to determine appropriate measures are in place and continually monitor any
changes to the physical infrastructure, business, and known threats. They also monitor best practice measures used by others in the
industry and carefully select approaches that meet both uniquenesses in business practice and expectations of Secureworks as a
whole. Secureworks balances its approach towards security by considering elements of control that include architecture, operations,
and systems.

25— avRUVEREE Communications and Operations Management

ITEPIIE, EFMNBREBEETATILICL>T, REAVT T YRT L, P77V Tr—2aVIINT2EB42EBLET, TR
b, EVRRFETM, KBS TREBOARBENEENET, EF 2V T A RUT—RREILKRDA 2T MIRT 5,
4 o7 b EHES %r&éﬂ’(% Do ATy Mo, HLas, i, BiE. f5. 8% %%%/\@@IEIkOL\’C/E&)bﬂ
TWET,

The IT organization manages changes to the corporate infrastructure, systems and applications through a centralized change
management program which may include testing, business impact analysis and management approval where appropriate. Incident
response procedures exist for security and data protection incidents which may include incident analysis, containment, response,
remediation, reporting and the return to normal operations.
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To protect against malicious use of assets and malicious software, additional controls may be implemented based on risk. Such
controls may include, but are not limited to, information security policies and standards, restricted access, designated development
and test environments, virus detection on servers, desktop and notebooks; virus email attachment scanning; system compliance
scans, intrusion prevention monitoring and response, logging and alerting on key events, information handling procedures based on
data type, e-commerce application and network security, and system and application vulnerability scanning.

77 RXAEE Access Controls
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Access to corporate systems is restricted, based on procedures to ensure appropriate approvals. To reduce the risk of misuse,
intentional or otherwise, access is provided based on least privileges. Remote access and wireless computing capabilities are
restricted and require that both user and system safeguards are in place. Specific event logs from key devices and systems are centrally
collected and reported on an exceptions basis to enable incident response and forensic investigations.
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Publicly released third party vulnerabilities are reviewed for applicability in the Secureworks environment. Based on risk to
Secureworks’ business and customers, there are pre-determined timeframes for remediation. In addition, vulnerability scanning and
assessments are performed on new and key applications and the infrastructure based on risk. Code reviews and scanners are used
in the development environment prior to production to proactively detect coding vulnerabilities based on risk. These processes enable
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proactive identification of vulnerabilities as well as compliance.

av 7547~ 2Z Compliance
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The information security, legal, privacy and compliance departments work to identify regional laws and regulations applicable to
Secureworks. These requirements cover areas such as, intellectual property of the company and our customers, software licenses,
protection of employee and customer personal data, data protection and data handling procedures, trans-border data transmission,
financial and operational procedures, regulatory export controls around technology, and forensic requirements. Mechanisms such as
the information security program, the executive risk committee, internal and external audits/assessments, internal and external legal
counsel consultation, internal controls assessment, internal penetration testing and vulnerability assessments, contract management,
security awareness, security consulting, policy exception reviews and risk management combine to drive compliance with these
requirements.
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SCHEDULE 3 TO DATA PROTECTION ADDENDUM
Standard Contractual Clauses

(Module One: controller to controller and Module Two: controller to processor)

In the event of a transfer from the European Economic Area (‘EEA”), the UK and/or Switzerland to a Third Country (as defined in
clause 5.2) in accordance with the DPA, such transfer shall be subject to the terms of this Schedule 3 and the Standard Contractual
Clauses set out below shall apply and shall be incorporated by reference into, and form part of, this DPA.

1. Transfers from the EEA

1.1 In relation to transfers of personal data that are subject to the Privacy Laws of a country within the EEA: Module One and
Module Two of the SCCs shall apply as set out below.

For SCCs Module One (controller to controller) AND Module Two (controller to processor):

Clause 7 (Docking clause) The optional docking clause shall apply.

Clause 11(a) (Redress) The optional wording in Clause 11(a) shall not apply.
Clause 13 (Supervision) All the options in Clause 13(a) are retained and shall apply depending
and Annex |.C on the establishment of the data exporter (as identified by the data

exporter’s address set out in, or otherwise notified under, the CRA).

Clause 17 (Governing law) The SCCs shall be governed by the law of the country in which the
data exporter is established provided such law allows for third-party
beneficiary rights. Where such law does not allow for third-party
beneficiary rights, the SCCs shall be governed by lIrish law.

Clause 18(b) (Choice of The court of the country in which the data exporter is established.
forum and jurisdiction)

For SCCs Module Two (controller to processor) ONLY: |

Clause 9(a) (Use of sub- | Option 2: General written authorisation is selected. Data importer
processors) shall inform the data exporter of any intended changes to its list of sub-
processors at least fourteen (14) days in advance.

1.2 The Appendix to the SCCs is completed as set out below for both Module One (controller to controller) and Module Two
(controller to processor):

Annex LA (List of parties)

Data exporter name and The data exporter is:

address: (i) the Customer and/or Customer Affiliate that has entered into the
Transaction Document and/or

(i) the relevant Customer Affiliate (if any) that is receiving Services
(under the CRA) and is based in the EEA, the UK, and/or
Switzerland (“Relevant Affiliates”).

The data exporter's address is the Customer's address or the

Customer Affiliate’s address as set out in the Transaction Document.

Data importer name and The data importer is Secureworks Inc. and its address is One

address: Concourse Parkway, Atlanta, GA 30328, US.

Activities relevant to the Activities relate to the provision by data importer to data exporter of

data transferred: information security services (as set out in the applicable Transaction
Document, service level agreement, Services description or
otherwise).

Role of data exporter: The data exporter is a controller.

Role of data importer: The data importer is:
(i) aprocessor in respect of personal data (as defined in the DPA)

and

(i) a controller in respect of any personal data contained in
Security Event Data.
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21

22

Signature by data exporter: | The SCCs shall be deemed to have been signed:

(i) if the Customer and/or Customer Affiliate has signed an offline
CRA, on the same date as such CRA is executed; or

(ii) if the Customer and/or Customer Affiliate is trading under the
online CRA, on the date of execution of the relevant Transaction
Document.

Where applicable, Customer enters into these Clauses for and on

behalf of itself and each Relevant Affiliate and hereby confirms that it

has the necessary authority to do so.

Signature by data importer: Patacora Ford

The remainder of this Annex I.A shall be deemed completed with the information set out in Schedule
1 of the DPA (and, where applicable, any other information set out in the DPA and/or CRA).

Annex |.B

B1  Categories of data subjects whose personal data is transferred: shall be completed with the
information set out in Schedule 1, section 3.

B2 Categories of personal data transferred: shall be completed with the information set out in
Schedule 1, section 4.

B3  Sensitive data transferred: shall be completed with the information set out in Schedule 1, section
5.

B4 Frequency of the transfer: The transfer is made on a continuous basis for MSS and Cloud
Services. For SRC (Consulting) Services the frequency of the transfer is determined by the
relevant Transaction Document.

B5 Nature of the processing: shall be completed with the information set out in Schedule 1, section
6.

B6  Purpose of the data transfer and further processing:

(i) for Module Two (controller to processor) SCCs: the purpose of the data transfers and
processing is to enable data importer to provide the data exporter with information security
services (as set out in the applicable Transaction Document, service level agreement,
Service descriptions or otherwise);

(i) for Module One (controller to controller) SCCs: data importer will transfer and further
process the personal data (including Security Event Data) described in B2 for the purpose
of: (a) developing, enhancing and/or improving its security services and the products and
services it offers and provides to customers, (b) administration and management of data
importer’s products, services and customer accounts, (c) research and analytics, and (d)
provision of customer support.

B7  Period of time for which personal data will be retained: shall be completed with the information

set out in Schedule 1, section 7.

B8 For transfers to subprocessors: The subject matter, nature and duration of processing by
subprocessors acting on behalf of data importer will be the same as for data importer.

The competent supervisory authority/ies will be those located in the country in which the data exporter
is located (as identified by the data exporter’'s address set out in, or otherwise notified under, the CRA).

Annex Il (Security measures)

The description of the technical and organisational measures implemented by the data importer(s) to
ensure an appropriate level of security, taking into account the nature, scope, context and purpose of
the processing, and the risks for the rights and freedoms of natural persons are as set out in Schedule
2 (Security Measures) of the DPA.

Transfers from the UK

For transfers of personal data that are subject to UK Privacy Laws: the International Data Transfer Addendum to the EU
Commission Standard Contractual Clauses for UK transfers of Personal Data dated 21 March 2022 (“Addendum”) issued
by the UK Information Commissioner shall apply and shall be incorporated by reference into, and form part of, this DPA,
and will come into effect, where applicable, upon signature by the parties of the DPA. Capitalised terms used in this section

2 that are not defined in the DPA shall have the meaning set out in the Addendum.

The Tables in the Addendum shall be completed as follows:
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3.1

3.2

Table 1: Parties

Start date This Addendum will start:
(i) if the Customer has signed an offline CRA, on the same date as such CRA
is executed; or
(i) if the Customer is trading under the online CRA, on the date of execution of
the relevant Transaction Document
The Parties Exporter (who sends the Restricted | Importer (who receives the

Transfer):

Restricted Transfer):

The data exporter (as defined in
Schedule 3, section 1.2)

Secureworks Inc. (as specified in
Schedule 3, section 1.2)

Parties’ details
and key
contacts

As set out in Schedule 3, section 1.2 or otherwise notified between the parties

Signature

The Addendum shall be deemed to have been signed by the parties as set out in

Schedule 3, section 1.2.

Table 2: Selected SCCs, Modules and Selected Clauses

Addendum EU
SCCs:

The Approved EU SCCs, including the Appendix Information and with only the
following modules, clauses or optional provisions of the Approved EU SCCs
brought into effect for the purposes of this Addendum:

Module One:

— Clause 7 (Docking clause): the docking clause shall apply
— Clause 11 (Redress): the optional wording in Clause 11(a) shall not apply

Module Two:

— Clause 7 (Docking clause): the docking clause shall apply

— Clause 11 (Redress): the optional wording in Clause 11(a) shall not apply

— Clause 9(a) (Sub-processors): Option 2: General written authorisation is
selected. Data importer shall inform the data exporter of any intended changes
to its list of sub-processors at least fourteen (14) days in advance

Table 3: Appendix

Information

“Appendix Information” means the information which must be provided for the selected Modules as
set out in the Appendix of the Approved EU SCCs (other than the Parties), and which for this Addendum

is set out as follows:

Annex |.A: List of Parties:

See Schedule 3, section 1.2

Annex |.B: Description of Transfer:

See Schedule 3, section 1.2

Annex Il: Technical and organisational

measures

See Schedule 2

Annex llI: List of Sub processors:

See Clause 4.6 of the DPA

Table 4: Ending this Addendum when the Approved Addendum changes

Ending this Addendum when the
Approved Addendum changes

Importer

Which Parties may end this Addendum (as set out in
Section 19 of the Addendum):
Exporter O neither Party

(a)
(b)

(a)

Transfers from Switzerland

16

Definitions — in this section 3, the following definitions are used:

“FDPIC” means the Federal Data Protection and Information Commissioner; and
“Swiss Data Protection Laws” means any law, enactment, regulation or order in Switzerland concerning the
processing of data relating to living persons, including, as applicable, the Federal Act on Data Protection of 19 June
1992 (SR 235.1) (“FADP”) and the revised version of the FADP dated 25 September 2020 (“Revised FADP”).

SCCs — For transfers from Switzerland to a Third Country of personal data that are subject to Swiss Data Protection Laws,
the parties agree to:
adopt the GDPR standard for all such data transfers;
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3.3

3.4

3.5

3.6

(b)  use Module One (controller to controller) and Module Two (controller to processor) of the SCCs; and
(c) amend the SCCs in order to comply with Swiss Data Protection Laws as set out below.

Amendments to the SCCs — Where the SCCs apply (in accordance with section 3.2 above) and the transfer from
Switzerland to a Third Country is:
(@)  exclusively subject to Swiss Data Protection Laws, OR
(b)  subject to both Swiss Data Protection Laws and the GDPR
the following amendments shall apply:
(i) references in the SCCs to “Regulation (EU) 2016/679” or “that Regulation” are (in respect of section 3.3(a)
above) replaced or (in respect of section 3.3(b) above) supplemented by references to the “FADP and Revised
FADP, as appropriate” and references to specific Article(s) of “Regulation (EU) 2016/679” are replaced or
supplement (as applicable) with the equivalent Article or Section of the FADP or Revised FADP;
(ii) reference to the “EU”, “EU Member State”, “European Union” and “Union” are (in respect of section 3.3(a)
above) replaced or (in respect of section 3.3(b) above) supplemented with references to “Switzerland”; and
(i)  references to competent supervisory authority are (in respect of section 3.3(a) above) replaced or (in respect
of section 3.3(b) above) supplemented with references to FDPIC.

In addition to the above, the following amendments shall also apply to the SCCs:

Swiss amendments that apply to Module One (controller to controller) AND Module Two

(controller to processor) SCCs:

Clause 7 (Docking
clause)

The optional docking clause shall apply.

Clause 11(a)

The optional wording in Clause 11(a) shall not apply.

(Governing law)

(Redress)
Clause 13 — Where the transfer is exclusively subject to Swiss Data Protection Laws:
(Supervision) and FDPIC.
Annex I.C — Where the transfer is subject to both Swiss Data Protection Laws and
GDPR:
(i) FDPIC is the supervisory authority insofar as the transfer is governed
by Swiss Data Protection Laws; and
(i) the EU authority is the supervisory authority insofar as the data
transfer is governed by the GDPR (the criteria of Clause 13(a) for
the selection of the competent authority must be observed).
Clause 17 — Where the transfer is exclusively subject to Swiss Data Protection Laws:

Swiss law is the governing law.

— Where the transfer is subject to both Swiss Data Protection Laws and
GDPR: the law of the country in which the data exporter is established will
apply provided such law allows for third-party beneficiary rights. Where
such law does not allow for third-party beneficiary rights, the SCCs shall
be governed by Irish law.

Clause 18(b)
(Choice of forum
and jurisdiction)

— Clause 18(b): The courts of the country in which the data exporter is
established

— Clause 18(c): The term “Member State” in the SCCs must not be
interpreted in such a way as to exclude data subjects in Switzerland from
the possibility of suing for their rights in their place of habitual residence
(Switzerland) in accordance with Clause 18(c) of the SCCs.

Annex |LA For a list of the parties see Schedule 3, section 1.2.
Annex |.B For a description of the transfer see Schedule 3, section 1.2.
Annex |l For the technical and organisational measures see Schedule 2.

Swiss amendments to ONLY Module Two (controller to processor) SCCs: !

sub-processors)

Clause 9(a) Option 2: General written authorisation is selected. Data importer shall
(Use of sub- inform the data exporter of any intended changes to its list of sub-processors
processors) at least fourteen (14) days in advance.

Annex Il (List of | See Clause 4.6 of the DPA.

Supplemental — The SCCs shall protect the data of legal entities in Switzerland until the entry into force of the Revised

FADP (effective 1 January 2023).

Incorporation — The SCCs (Module One and Module Two) adapted for Switzerland in accordance with this section 3 shall
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apply and shall be incorporated by reference into, and form part of, this DPA and will come into effect, where applicable,
upon signature by the parties in accordance with Schedule 3, section 1.2.
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2.1

2.2
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3.1

3.2

3.3
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SCHEDULE 4 TO DATA PROTECTION ADDENDUM
Compliance with GERMAN and SWISS criminal law

Scope

(i) This Appendix applies to all Services provided in or accessed from Germany and are intended to avoid any possible
criminal liability in Germany (German cyber security law, esp. sec. 202a et seq, 203, 206, 303a, 303b German Criminal Act
[StGB]).

(ii) This Appendix also applies to all Services provided in or accessed from Switzerland and are intended to avoid any
possible criminal liability in Switzerland (Swiss cyber security law, esp. articles 143, 143bis, 144bis, 147, 150, 179 et seq
Swiss Criminal Code [StGB]).

Customer acknowledges its acceptance with the German or the Swiss criminal law provisions set out herein if the Services
are provided in or accessed from Germany or Switzerland, as the case may be.

Security Services, further security measures and other Services as performed by Secureworks

Should a Transaction Document include security scanning, testing, assessment, forensics, or remediation Services
(“Security Services”), Secureworks may use various methods and software tools to probe network resources for security-
related information and to detect actual or potential security flaws and vulnerabilities. The Security Services, such as
penetration testing or vulnerability assessments, may entail buffer overflows, fat pings, operating system specific exploits
and attacks specific to custom coded applications but will exclude intentional and deliberate Denial of Service (“DoS”)-
Attacks. Secureworks shall perform Security Services during a timeframe mutually agreed upon with Customer.

The aforementioned Security Services as well as all further security measures to be performed under the CRA, the

Transaction Documents as well as other Services to be taken by Secureworks hereunder may result in:

(@)  Secureworks obtaining personal and other private data of individuals and/or third parties (e.g. customers of Customer,
Customer employees) located on Customer’s IT-systems concerned by the performance of Services hereunder, in

particular by:
(i) the circumvention of Customer’s security systems which are especially protected against unauthorized access;
and/or

(i) the interception of data by technical means from a non-public data processing facility (e.g. e-mail
communication).

(b)  Secureworks directly or, if applicable, as a result of performing the Services, deleting, suppressing, rendering, making
unusable or altering data and/or interfering with data processing operations by destroying, damaging, rendering
making unusable, removing or altering a data processing system or a data carrier and/or

(c) service interruptions or degradation regarding the Customer’s systems.

Secureworks will treat any data which may be subject to the postal or telecommunications secret and/or further contractual
and/or statutory business secret (e.g. data subject to Section 203 German Criminal Code [StGB]) as confidential.
Secureworks will only obtain knowledge of the content or the specific circumstances of the data obtained to the extent
necessary for the protection of the Customer's IT-systems.

Customer consent with respect to intrusion attempts and Customer’s system security checks

Customer authorizes Secureworks to perform the Security Services (and all such tasks and tests reasonably contemplated
by or reasonably necessary to perform the Security Services) on network resources with the internet protocol addresses
(“IP Addresses®) identified by Customer. Customer represents that, if Customer does not own such network resources, it
will have obtained consent and authorization from the applicable third party, in the necessary form and substance
satisfactory to Secureworks, to permit Secureworks to provide the Security Services on such third party’s network resources.

In light of the foregoing, upon execution of a Transaction Document for the aforementioned Security Services, Customer
consents and authorizes Secureworks to provide any or all the Security Services in the applicable Transaction Document
with respect to the Customer’s systems. Customer further acknowledges it is the Customer’s responsibility to restore network
computer systems to a secure configuration after completion of Secureworks’s testing. Customer acknowledges and accepts
the risks and consequences as laid out above under 2.2.

The Customer acknowledges and explicitly declares its consent that Secureworks may in this context involve Secureworks’
subcontractors and/or other Secureworks Affiliates located around the world (e.g. Secureworks Inc. in the United States,
Secureworks Europe SRL in Romania, Secureworks entities located in Asian countries) in order to provide the Services to
be performed under the CRA and the Transaction Documents, including the security measures described above.
Secureworks undertakes to require any Secureworks subcontractor and/or any other Secureworks Affiliate that Secureworks
may involve in order to provide the aforesaid services to treat any data which may be subject to the postal or
telecommunications secret and/or further contractual and/or statutory business secret (e.g. data subject to Section 203
German Criminal Code [StGB] or data subject to Article 321 Swiss Criminal Code [StGB]) as confidential.
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4. Customer guarantee to provide necessary consents

41 Customer hereby guarantees with respect to the provision of Services by Secureworks:

(a) that it has obtained all necessary consents, authorization and required permissions in a valid manner to enable
Secureworks to conduct all system security checks and provide to Secureworks respective proof upon Secureworks’s
request;

(b)  that by implementing all necessary technical and organizational measures it will safeguard that Secureworks will only
be enabled to conduct or be requested to conduct system security checks on the network resources to the extent as
agreed upon by the Parties.

4.2 Customer shall document the obtaining of all necessary consents, authorization and required permissions audit-proof, and

shall, upon Secureworks’ request and at Secureworks’ discretion, provide Secureworks with the documentation in order to
enable Secureworks to prove compliance.
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